1. As of now this app does not support multifactor authorization. You can bind your app account to your Twitter/Facebook/Yostar and enable 2FA on them, which then will trigger, when trying to log in, prompt to go through 2FA for your Twitter/Facebook/Yostar account.  
   In case of Twitter for example I have one-time password that switches each 30 seconds, but it doesn’t go through SMS, but through authorization app of your choice (in my case DUO).
2. App is not accessable until you get authorized through your social network account, but token and session for the app itself does not go through 2FA authentication, it’s Twitter/Facebook/Yostar session and token that get 2FA confirmation/activation.
3. This app does not notify user about any activities on his account at all. Basically there is no metainformation collection (at least that user can check in app, I heard there is a system on server for tracing hackers and users, that use 3rd-party software to get some advantages they would not get otherwise, but there was no info on user IP-address collection or anything like this).